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ABSTRACT
The project presents a currency counting machine with fake note detection. Over the past few years,
there has been a large amount of counterfeit money in circulation, usually manufactured by illegal
counterfeit rings with the aid of great technological advances. This money is usually spent in public
places like a market., buses, etc. This money keeps moving in circulation until it gets to the bank where
they notice that the currency is fake and the money is then confiscated, leaving the owner of the money
at a loss. This is where the machine comes in as it is difficult for humans to identify a counterfeit by

mere visual inspection.

This Study tends to evaluate the technique employed in the counting process and the detection of fake
notes by the currency counting machine. The machine uses an Atmega 8 microcontroller which is the
central unit of the project through which other components are connected. The machine also utilizes
three sensors: the ultraviolet sensor, which checks for UV fluorescence on the money; the magnetic
sensor, which checks for magnetic inks in the currency; and the infrared sensor which checks the
thickness and also checks the infrared properties of the currencies. Other components include resistors,
transistors, diac and triac, LED, etc. The microcontroller is programmed using the C+ programming
language, and the project makes use of an a.c source. The result shows that the machine was able to

count successfully the genuine notes, and makes a loud sound when it detects a fake note.
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CHAPTER 1

1.6 INTRODUCTION
The currency counting machine or CCM is one of the miracles of science and technology. A currency
counting machine is a machine that counts money- either stacks of banknotes or loose collections of
coins [1]. The counters may be purely mechanical or use electronic components. The machines
typically provide a total count of all money, or count off specific batch sizes for wrapping and storage
.The CCM works on the principle of the breadth of the bundle of currency and there is a roller which
has rods in a continuous pattern and the roller moves these rods with a particular speed. The machine,
since invented, has helped man in the fast counting of money in banks, malls, etc. as well as the
detection of counterfeit notes.
The different types of currency counting machines that we have include: banknote-only counters,
banknote and coin counters, coins sorter and coins counter [1]. The banknote counters provide a total
count of the notes in the supply hopper. More advanced counters can identify different bill
denominations to provide a total currency value of mixed banknotes, including those that are upside
down. The bankmnote and coin counters are able to count batches of notes or of coins without having to
process them individually. They are faster and more versatile than the traditional notes-only and coins-
only equipment, but cannot detect counterfeits. The coins sorter sorts a random collection of coins into
separate bins for various denominations. It makes no attempt at coum:ihg; providing only collections of
uncounted coins to be separately passed through a counter. The coins counter can sort and count coins
at the same time, or it only counts presorted coins that are all the same: size [1].
Fake note can be defined as an imitation currency produced without the legal sanction of the state or
government [2]. Producing and using fake currency is a form of fraud or forgery.
Counterfeiting is almost as old as money itself. Before the introduction of paper money, the most
prevalent method of counterfeiting involved mixing base metals with pure gold or silver. Some of the
ill-effects that counterfeit money has on society include a reduction in the value of real money, an
increase in prices due to more money getting circulated in the economy- an unauthorized artificial
increase in the money supply, a decrease in the general accepta.bilitybf paper money, and losses, as
traders are not reimbursed for counterfeit money detected by banks, even if it is confiscated.
To distinguish‘between fake and real currency notes has become in.créasingly difficult mainly due to

the fact that counterfeits are now printed with the latest technology using security paper. Due to great




technological advancement, counterfeiting problems have become more and more serious. Therefore
the issue of efficiently distinguishing counterfeit banknotes from genuine ones via automatic machines
has become more and more important. The fake currency detection system is developed to detect the
fake currency by applying different techniques and methods on currency note. The fake currency
detection system should be able to recognize the note quickly and correctly [2].

In subsequent chapters, we will see how the machine works, the components that make up the machine

and their different functions as well as its advantages and its applications.

1.1Background of Project.

Manual testing of all notes in transactions is usually very time consuming, an untidy process and also
there is a chance of tearing while handling notes [3]. No one can ever be 100 percent confident about
the manual recognition. Fake or Counterfeit notes are one of the biggest problems occurring in cash
transactions, For many countries of the world, it is becoming a big hur.dle.

Because of the advances in printing and scanning technologies, it is easily possible for a person to print
fake notes with the help of the latest hardware tools. Detecting fake notes mamually becomes time-
consuming and an untidy process hence there is need of automation fechniques with which currency
identification process can be efficiently done [4]. Therefore, involving machines with the assistance of
the human experts makes notes identification process simpler and efficient. For the detection of forged
notes (take a bank as example) it needs to identify the denomination every time they use the device
which consists of ultraviolet light. The bank employee keeps the paper currency note on the device and
tries to find whether the watermark identification, serial number and other characteristics of the notes
are proper to get the denomination and check its authentication. This increases the work of the
employee. Instead, if the banker uses this system, the result could be more accurate, Same is the case
with areas such as shopping malls, investment firms where such systerﬁs can be used.

Various researchers have worked for fake note identification. Until now, there are several ways for fake
note recognition. They may include watermark, latent image, holograﬁls, and security thread amongst
others.

In a survey taken in Nigeria as at 2017, it was revealed by NOI Polls Limited [5] that the markets are
now the most common physical places where counterfeit currencies are being circulated. With about

67 percent of respondents in a poll confirming this, it came as no surprise, given that some




counterfeiters may see the market place as the most porous place to spread fake notes due to the wide
range of small business establishments who may not notice during transactions. Some businesses suffer
losses due to their inability to recoup their money as banks confiscate fake notes at sight. Commercial banks
(20 percent), public transport (five percent) and ATMs (three per cent) were also mentioned as avenues for
circulation. Further probing revealed that only five per cent of the respondents admitted to spending the
fake naira notes that came into their possession.

The poll resuit also noted 56 percent of the respondents are of the opinion that the Central Bank of Nigeria
is not doing enough to create awareness about the circulation of these counterfeit currencies, neither are
they giving citizens adequate tips on how to detect them. The implication of this is that more fake Naira
notes may be allowed to circulate in the society. This in turn will lead to a reduction in the value of the
genuine cﬁrrency; increase in prices (inflation) due to more money getting circulated in the economy, an
unauthorized artificial increase in money supply; and losses, when traders are not reimbursed for counterfeit
money detected and confiscated by banks. |

Thus, if these traders get this machine in the markets and suspect that a particular currency is a counterfeit,
they will be able to check with the machine and this will effectively mitigate the circulation of counterfeit

notes in the country.

1.2Statement of Problem,

Omne of the issues this country as well as some other parts of the world faces as regards money is that
counterfeit of these currencies are now being made with the use of the newer technologies. This has
resulted in situations where some people receive fake currencies unknowingly and end up in loss
because once a bank is aware of that, it confiscates the money. The original currencies have key features
that make them different from the counterfeit notes and it’s with this knowledge that we decided to
design a fake note detection system,

This device will detect the originality of banknote automatically and display the image of the banknote

surface that will usually absorb the UV light and will show special marks made with fluorescent ink.

1.3Motivation.
~ The rate at which counterfeit note is being circulated in countries like India and The United States of
America is on the increase today. The Central Banks in these countries spend a lot of money in making

sure these currencies are produced with security features but with the advancement in technology,

3




*ApTis 2y JO UOISN[OU02 21 S2AIF oAl Jodey) “mog saidey)
Ul ST WdSAS U0TIug0021 A3UAIMD 2)oU aef oyl spredol se sI[nsas Jo sisATeur pue Surise) oy ‘woIsAs
uoNu02T 2)0U E] A Jo AZojopoow o) surejdxa 2ot 11dey) "wolsAs uonru§ooas ajou oLy A
JO MB1ALI 2INJRI)I] 1) SAQLIDSIP 0M] Ioyder]) (SMO[[0F Se paSuelre JOIING 20 SUOTINS SUTBILUSI S

"UR2108 ARTASTP 243 09 JU2S 94 J|IA 98ewuy ssa00xd ay) Jo Jynsar
QU3 JO 2NJBA JUNOD I3 JBY) JATY "93E] 10 2urnug ST 9J0w[uBq oY) IoIeym AJnuapt o3 safeum Surssanoid
pue Sununos 10y padopasp uay sp aremigos ai ] passeoord aq 03 2joueq jo safew) pues pue aamdes
01 vrowes & pue dwey 1481 Ar) oyl si s10wueq SuMuds 19010p 0} PAsN S[ 1) ATeMPIRY O "9louueq
ournua8 ay1 AJuapl 03 opms B 5B Pasn aq 0} S2INEd] [RINAIS Paraafes joofoxd sup “eediN jo Jyuey
[en)ua)) 2y Aq PINSST $2JOUNUBG MOU A JO 2aNIE] AJLINDAS 21} THOI] 2)0TWIFEq 1091 0} MOT] 9ZA[eUE O,

1930 Ay} yo ododg 9

“OUTOBTH BONTUE0091 £5U03ms padojeaap oy Jo soueuLofad o1 oJRN[EAS O] e
‘sajounueq Jo ANjeurSio
pue anjeA g 19919p 0) atemjos ofendue| Funwuwreadoad pue Y81 A S9SN JeY) 201A0p B opraoid 0, e
"A[feonjeuioIn® 910In[Ueg JO JUNOWE S} JUN0D UL JBIp 001Adp B opraoid o e
| ‘D)OID[UEQ MAU JIQLIAIUN0D 10219 UBD JBU; 90TASD B oplacid 0], e
:axe 100load smyy Jo saanoalqo ayy,
"U0II2]2P 210U Y YIM AUIIRIT FUNUNOD AQTAIIND B Jonssuod pue ugisap o st 02fod sip jo wie ay |,

"S3ANYI[qO pue wry ¢'1

010 “SUBQ “ST[EWE UI $O)0U JIDJI9JUN0D JO WOHB[NOIID
oY JZIUITIW 0] PUE §AfoU21n0 Jo Sununos pus Surpuey JUaIdIIe 2T 0} MINQLIU0D [ APIS SIT,

"Apmg 9y Jo duedUSIS |

"109foad sy uo JulyrequId 10 UOSEDI

ATI 90UDY (SITOUALIND [RUITIIO Y JO 1B YIIBUT ISOUI[E 1T SSOUALMD Furonpoid dxe $197191191un00



S

pepusuiiredxy ((INSJ) oney asioN of [eudig yeed pue Adonuy ‘ANSuou] ‘UoneIniEg ‘douruIUIOn])
‘QoUBUIINT §B YONS Samee,] -siojowred x1s Suisn uonaaep Lowarmo axey ssodoid [g] ur szompny
dino pue ssBewt jo suosiredwos ‘voneiuaFes 0Few ‘VONOLIIXS dINTRaf ‘uonagep

adPo ‘ToIsIeAU00 ]80S £a18 ‘wonIsmbor afeum Swpnjour sde)s 1yS1o jo SISISUOD WINSAS 1) ‘Arewiwuns uy
"93[BJ 10 [RUISLI0

s1 Aouerno Y3 J1 100 puyy 03 pazediwrod UGY) pur PINILIXI OIE SIINJESY oY) UonBIuswWSes 17y “parjdde
S1 uonBuaFas AFew At XN ‘Posh. seas Jorerado [aqos ‘uonosiop o8pa u ‘peroajep ale safpas oy
UOISIdAU0D 1913y "31e2s A.JT 03Ul parteAnod aFet) oy Uy, "payloows pue pajstfpe ‘paddord sem oSewr
oy Surssasoad-axd oFewn u ‘Surssaoosd s Sursn uonosap Aoueimo oxey asodod stoyne [g] uy
"SAIOBINIOE JO IDQUINT B JABY SYIOMAUIRY UOTIROYISSE]D PUB TONO)OP oY1 $1HSAI [Rjuawindxy
'sas501d Funupd 20mos ot 0) s0u [RWFUO FUIUI JOJ JIOMOLIRY UOHBILISSEd B SIZIOquIAS
11 “0STY 'so10U AUt axef Fupo0)ap 103 JFOMIWERL DNRUIOINE JUSTOLYS UE 3qLISOp SIOTNE o) ‘[£] ug
| ‘SaInSTaUI [RIpatur Juruonem.

§preoq 9o110u snoteA uo sndwed oy wyim uoneorjqnd © st poAe|dsip sem yotgm (S190Ys IoMSuR
pue uonsenb v ey szoded Funumoes o) a827100 911 Jo ([0 WEXd oY) UI Pastel waqoid oY) J0] SImstaur
Jerpoural e se pasodord st pue spray Auewr ur uoneoydde jynueyd e spury sumoew Suymos 1aded
dpEWOINE 9y, Jaqunu ) Fumndur £q Sjpung & wox 1Mo parumos aq ueo swded Jo Junod ajqeIsap
Oy "dqeinoas) arour ja0oxd pasodoid sy Jo SurrweiSosd pue Lerdsp oyl yo Surovpiatur ofy sayew
OBINPIY jo a3esn oy ], 'pojunod siaded o1y Jo roqunu oy smoys gorgm Kerdsip e Jo surd mndut o) sjeusis
spuas s[euds o) Jurala0a1 uo pieoq ournpry o], ‘Sumonouny ur aspard arour QUITOBU 9]} SOMBUL
PIBOq OUINPIY JO 9FesN 2, "PIeOG OUINPIY St UT ] oY) Jo suoness yndui o 07 speudis Surpuodsaiiod
elf) Spues pue paIAuD JUN0I 1) 95U0S 0] AF0[OUYDI) SUISTIS © SOZINN I DULYSLI AU} JO FuIuonsung
U3 10 oumpry WSAS pappequus oy} sasn jey sumporw Jununoo € osodoid [9] wr stoyme oy

SMYOM THLVTHITL'T

'Ssﬁbyuqom uonugosal
ADU21MD UT S04 SNOLAAIA MOTADT BM “TOIISS STUI U “TUIY) JO SUO YOBS T0F A[JIOIJIIP HSE) uonuiooar
o) GiM [BOD SI9IILASAT YRl SJOWNURY UoOMIDq saruadord Juerdrpp 2y ‘uonuSosar Aouanmno
103 sonbrutoe) Furdo[2Adp pIesmo) SUOHNQUIUOD [BIOAS apew QARY SIOUDILDSIT JO Jaqumu ofIe] vy

MIIATY HUQLVEALIT0'C

OML HHEdVHD




results on sample images show that the approach performs well in terms of calculating parameters
value. Their work was motivated by the desire to overcome the shortcomings of general purpose Fake
Currency Detection approaches which cannot be viewed by normal eye, An overview of content based
Fake Currency Detection provided and investigated some technigues for color image processing. The
experiment was carried out on variety of note images.

In [10], the authors propose an Indian Currency Recognition System using Neural Network [NN]
Pattern Recognition tool. The experiment was conducted with 540 images of some denominations of
the rupees. Canny edge detector was chosen for segmentation and classification, The result shows the
recognition accuracy to be 95.6%.

In [11], the authors proposed to develop a system to detect fake curfency for Indian Notes, In their
work, they took the input of the given image and preprocessed the givén image and converted the Red,
Green, Blue [RGB] image into the gray scale image. Aflter preprocessing, they applied sobel algorithm
for extraction of the inner as well as outer edges of the image, Clustering was done using k-means
algorithm; in which it formed the clustering of feature one by one. After it recognized the input image
as a 200, 500, or 2000 and compared the features of the image, it then classified it as original or fake
with the help of Support Vector Machines (SVM) algorithm,

The authors in [12] propose to provide coins equivalent to note. The circuit uses microcontroller with
mechanical structure which have motors to perform requested tasks. Here the machine accepts note and
checks whether a note is fake or real. If a note is real, camera takes picture of note and checks which
note it is (10 or 20 rupees) with the help of computer-instailed MATLAB program. Once the note is
recognized coins will be dispensed by coin dispensing unit.

The authors in [13] propose a technique that consists of decomposing original images of 256 gray
levels into their equivalent 8 binary images. This technique is useful in analyzing the relative
importance contributed by each bit of the original image. Higher order bit levels are evaluated for
grayscale banknote images with the application of Canny edge detection algorithm.

In [14], the authors study banknotes from different countries as the main objective was to recognize
currencies used in various countries. Features such as texture analysis, color analysis, and the size of
the currency notes were used for currency recognition. A different study, also based on currency
recognition, presents an approach to recognize serial numbers on the current Chinese currency notes
[15]. This study uses various components of image processing, including image binarization,

morphological filtering, feature extraction, segmentation, and digit recognition. However, it did not




focus on distinguishing between authentic and counterfeit currency notes.

To verify Indian currency, the work in [16] used image processing techniques such as edge detection
and image segmentation to compare between the output images of genuine and counterfeit banknotes.
Their approach was used to extract characteristics of the Indian paper currency such as identification
mark, security thread, and watermark. In [17], the authors also used image processing techniques such
as edge detection and image segmentation to compare between thezoutput images of genuine and
counterfeit banknotes. Their approach was used to extract characteristics of the Indian paper currency
such as latent mark, security thread, ultraviolet fluorescence and watermark.

In [1R], canny operator was used for edge detection to capture and extract currency characteristics. The
process of identifying original from counterfeit money in this paper was done by comparing the images
after extracting important characteristics from both versions. The authors concluded that by using canny
aperator for edge detection and image segmentation, the process of detecting original and counterfeit
paper currency would be considerably more rapid and effective. In [.19]’ the authors explained fake
note detection for a deposit ATM. They posited that the genuineness of a bill is ultimately decided by
the fact whether the bill has the security thread or not. Based on the decision, a Go — No Go signal is
generated and the currency is accepted or rejected.

The authors in [20] presented a review of paper currency recognition system. They opined that the
recognition system mainly consists of three parts-the image of interest is first pre-processed by reducing
dimensionality and extracting the feature by applying image processing toolbox of MATLAB, known
as feature extraction. The second part is currency recognition, where classifier such as neural network
is used. The result is then displayed. The authors in [21] presented currency recognition system using
image processing. They aimed at designing an easy but efficient algorithm that would be useful for

maximum number of currencies using colour and feature analysis. The currencies used were the Indian

' Rupees, Australian Dollar, Furo, Saudi Arabia Riyal and the US Dollar. The result showed that the

algorithm worked well for four of the five currencies as the US Dollar had minute differences in its
colour and size.

The aunthors in [22] inctuded the feature of bill sorting of different denominations for a particular
currency asides the counting and fake note detection. They proposed the use of an optical sensing and
corrélation technique based on the sensing of bill reflectance characteristics obtained by illuminating
and scanning a bill along its narrow dimension. A series of detected reflectance signals were then

obtained by sampling and digital processing, under microprocessor control, the reflected light at a



plurality of predefined sample points as a currency bill is moved across an illuminated strip with its
narrow dimension parallel to the direction of transport of the bill; the sample data was then subjected
to digital processing, including a normalizing process, whereby the reflectance data represents a
characteristic pattern that is unique for a given bill denomination and incorporates sufficient
distingnishing features between characteristic patterns for discriminating between different currency
denominations.

In [23], the authors presented an embedded system for the detection of counterfeit Indian Paper
Currency. They used the properties of the HSV (Hue, Saturation and Vgalue) color space with emphasis
on the visual perception of the variation in Hue, Saturation and Intensity values of an image pixel. In
this technique, Fitting tool of Neural Network is used for the purpose of paper currency verification
and recognition. Crucial features from Indian banknotes were extracted by image processing and
experimented on Neural Network classifier. The success-rate of the counterfeit detection with properly
captured image was 100%.

The authors in [24] present an algorithm with low computational complexity, which can meet the high
speed requirement in practical applications, However, the proposed' technique may not be able to
distinguish counterfeit notes from genuine notes. The authors in [25] propose a new intelligent system
for Pakistani paper currency recognition. This proposed system requires less time compared with other
systems. Three layer feed-forward Back propagation Neural Network (BPN) is used for classification.
The system is tested with 350 Pakistani banknotes. The result indicates that the system had 100%
recognition accuracy. This technique is applied on banknotes without any distortion (e.g., wrinkled or
folded)

Debnath et al. [26] presents a paper currency recognition system using ensemble neural network (ENN).
The individual neural networks (NNs) in an ENN are qualified through negative correlation learning
(NCL). The used banknotes are from three types new, old and noisy, The banknote image is converted
into gray scale and then compressed. Then each pixel of the compressed image is passed as an input to
the network. This method can recognize and match noisy currency images and it produces good results
when compared to single network and ensemble network with independent training. The results show
the recognition accuracy range from 100% to 54% depending on the noise level of the input image.
The authors in [27] conducted heuristic analysis of characters and digits for Indian currency notes for
recognition. This process is invariant to light conditions, use font type and deformations of characters

caused by a skew of the image. Heuristic analysis of the characters is performed for this purpose to get
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the exact features of characters before feature extraction. One of the challenges raised in the character
segmentation part is that two characters are sometimes joined together. These techniques focus on
extracting the number on the paper currency. However, such technique is not feasible in the case of
wrinkled or folded banknote.

The authors in [28] developed a mobile currency recognition system using scale-invariant feature
transform (SIFT) to recognize partial images. The system is evaluated using a limited sample set with
different state as: folded, incomplete or having orientation and rotation effects. The results indicate that
the nearest neighbor algorithm provides an accuracy of 75% and the nelarest to second nearest neighbor
ratio algorithm provides an accuracy of 93.83%. In [29], the authors developed a banknote recognition
system to recognize many banknotes in different perspective views and scales. Feature detection,
description and matching were used to enhance the confidence in the recognition results. The banknote
contour was computed using a homography. The system was evaluated with 82 test images, and all the
Euro banknotes were successfully recognized. The system provided robust results to handle folded and
wrinkled banknotes with several kinds of illumination, The algorithm needed several steps with high
computation overhead which made it not suitable to be used by a smartphone.

The authors in [30] presented a survey on Fraud Detection Techniques by using performance metrics.
The various fraud detections like credit card fraud, computer intrusion and telecommunication fraud
were surveyed. The main methods behind the credit card fraud detections and computer intrusion are
neural networks and model based reasoning, some with data mining. In telecommunication fraud
detection, the visualization methods were used. In [31], the authors present a fake currency detection
using image processing and other standard methods such as watermarking, optically variable ink,
florescence, security thread, intaglio printing, latent image, micro lettering and identification mark. By
combining two various components of two images then, the variation is decreased.

In [32], the authors present an Indian paper currency authentication system based on feature extraction
by edge based segmentation using sobel operator. To do this, the features are extracted from the original
image and the edges are identified. Then, the edges are segmented and compared with the dataset i
order to enable fake detection. According to the authors in [33], the expansion of modern banking
services necessitates the need for automatic currency recognition and authentication system, thus
encouraging many researchers to develop high accuracy, reliable and high processing speed techniques.
To detect the authenticity of currency note there are two methods i.e. first line inspection method and

second line inspection method. First line inspection method includes varied density watermarks,



uliraviolet fluorescence, intaglio printing, micro text and hologram while the second line inspection
methods include isocheck/ isogram, fiber based certificates of authenticity, color and feature analysis,
The authors in [34] were of the view that the currency notes are provided with few special identification
marks only for the blind people so that they may easily recognize the denomination correctly. Every
currency note has its denomination engraved at the top right end which is sensitive to touch, but this
mark fades away after the currency note goes in circulation for some time. This aids the impaired people
to correctly determine the denomination of the currency note. It uses a currency localization technique
to extract the currency note from a color image. The technique requires feature based currency note
localization. This is applied using the Image Processing toolbox avaitable in Matlab,

In [357, the authors focus on an advanced mobile based application that is used to identify fake money.
The application for counterfeit notes is to empower the common man with an easily available device
to help him detect fake notes, This application can be used on day-to-day basis by us for identifying
fraudulent currency notes. Unlike the existing money detectors in banks, the proposed counterfeit
currency detector will provide user friendly and portable application to detect forged banknotes.

- The authors in [36] conducted a research on money counting machine with the use of an arm
microcentroller. The counter is designed to count notes in addition to detect fake notes. The whole
system is controlled by the microcontroller (type Teensy) which is based ARM processor. The currency
counting machine works on the principle on the pack of the bundle of money and there is a roller which
has penises in a continual pattern and the roller moves these rods with a particular speed and the roller
moves these rods in conjunction with the bunch of money at a steady and high speed in a manner that
singles out the money one after the other. There is also a transducer which detects the number of times
a single currency passes out in front of it. For fake detection, it is based on used UV detection. This
research was based on the fact that the fake currency created by color copier or printer will produce an
image that rests on the surface of paper which can easily be seen when UV light is placed over it.

In [37], authors propose an efficient and simple machine which that fulfills the need of coins for
transactions so that people will not face problem of coins. The proposed machine would provide coins
for genuine note. This is to be done using feature extraction. This technique uses four characteristics of
currency including watermark, note size, serial number, and identification mark of the note. The
proposed system has been helpful in day to day life of every common man whete people have to suffer
for change at many public places. The authors in [38] also propose a note to coin exchanger with a fake

note detection unit. Here, the UV LED mechanism is the basis for its fake note detection unit. Different
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image processing techniques are then used to detect note denomination e.g. RGB image, HIS model
and edge detection (using sobel operator),

The authors in [39] propose coin recognition system using the direction of the gradient vectors and Fast
Fourier Transform. The classification is done using the nearest neighbor search. The results show that
the directional information is good enough to design a reliable classification system that achieves 97%
accuracy. In [40], the authors present an Indian coin recognition system. Segmentation technique is
applied By traversing row wise and column wise through the image. The image is selected for
comparison based on the radius matching. The paper mentions that the proposed method achieved good
accuracy of coin recognition with no more details about the accuracy rate.

The authors in [41] developed an Artificial Neural Network (ANN) Automated Indian Coin
Recognition System with rotation invariance. Hough transformation and pattern averaging techniques
are used to extract the image features. Then, the extracted features are passed as input to train neural
network. The trained neural network is tested and validated using 5040 images of all the Indian coin
values that are rotated at different angles. Experiments show that the system had 97.74% correct
1'ecognition rate. In [42], the authors presented a simple Indian coin recognition method with rotation
invariance. The HT algorithm combines the features of straight line detection HT algorithm, curve
detection and circle detection HT algorithm. The results show that the method obtains 100% correct
recognition.

The authors in [43] proposed the design of a coin recognition system by applying adaptive hinging
hiyperplanes (AHH) algorithm with rotation invariance to classify the Indian coins. The system takes
the parameters of Indian coins such as size, shape, weight, surface and so on. The system provides good
result of coin identification in different rotation degrees with no information about the achieved
accuracy. These techniques take one invariant of the taken image which is rotation, Other invariants
when the image is taken were not considered. However, such multiple invariants are necessary to be
considered to achieve accurate recognition in an uncontrolled environment.

In [44], the authors propose a method to design a neural network (NN) using a genetic algorithm (GA)
and simulated annealing (SA). The similar characteristics of the coin images (i.e., size, weight, color
and pattern) cause a trouble for currency recognition. The proposed scheme discovered several features
and the recognition rate was approximately 98%. This technique needs long time and high

computational power. So, it is not suitable for smartphone.
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The authors in [45] propose an image processing technique to extract paper currency denomination.
The extracted Region of Interest (ROI) is used with pattern recognition and neural networks matching
technigue. In this method, images are captured by a simple flat scanner with a fixed size and then some
filters are applied to extract the denomination value of the banknote. However, the accuracy of their

proposed algorithm could not be well ascertained.
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CHAPTER 3

MATERIALS AND METHODOLOGY.

3.0 METHODOLOGY.

The Naira notes are protected by some security features to enable the recognition of genuine notes.
We will need to analyze some of these features in order to design the machine to differentiate genuine
notes from the counterfeits as counterfeiting has been occurring ever since humans grasped the

concept of valuable items. Some of the features [46] include:

¢  Water marks

e Kinegrams (the gold foil).
s Security thread

¢ UV fluorescence.

o Presence of scattered fibres.

Water marks: For example, in the 1000 naira note, you can see a water mark in the pinkish area on
the front of the note. When held against the light, the portraits of Dr. Clement Isong and Alhaji Aliyu

Mai-Bornu can be seen with the letters "CBN" in water mark.

Kinegrams (the gold foil): Also noticeable in the 1000 naira note is the gold foil on the front of the

note which usually has magnetic properties.

Security thread: The security thread is the metallic strip on the back of the note. When tilted, the
colour changes with the letters "CBN" visible. When held against the light, the strip will as a continuous

dark line with the letfers "CBN" more visible.

uv ﬂudreSCenence: It is possible to see the black serial numbers with the eye but under ultraviolet
light, the numbers fluoresce green. Also, the back of a 1000 naira note shows two large numerals as
well as a small circle near the top of the note when viewed under UV Light. The two solid segments in
the circle are blue under normal light but turn to light blue and green when viewed under UV Light.

The white section of small circle also turns violet UV Light.
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Presence of scattered fibres: The naira banknote paper has florescence scattered fibers which appear
red and blue under ultra violet light (UV Light).

The distinguishing features which can be immediately recognized by touch and visibility are raised
print, the security thread and the watermark. Other areas such as the portrait, lettering and the

denominational numerals on the front and the back are embossed.

3.1 REQUIREMENTS SPECIFICATION/COMPONENTS USED.

The circuit diagram below for this project was designed with the aid of the Proteus software,

CGLNTER MECHANSISM
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CIRCUIT DIAGRAM OF FAKE NOTE DETECTION PROJECT MONEY

ACMOTOR

Figure 3.1: Circuit diagram of the Currency Counting Machine
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The components used in designing this machine are:

. The Atmega 8 microcontroller.

The Magnetic sensor,

1
2
3. The Infrared sensor.

4. The UV Light Sensor.
5.
6
7
8
9

Resistors

. Capacitors,

Transistors.

. Diac and Triac.

Voltage comparators.

10. AC Motor.
11. DC Motor.
12. Amplifiers.
13. Diodes.

The fake note detection circuitry is majorly controlled by the Atmega 8 microcontroller.

Figure 3.2: The Atmega 8 Microcontroller
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Figure 3.3: The pins of the Atmega 8 Microcontroller.

It is a 28-pin integrated circuit (IC) with 23 I/O lines, It has 3 1/0 ports named B, C and D ports. Ports

B and D consist of 8§ I/O lines each while port C consists of 7 /O lines [47]. It consists of inputs and

output pin, positive and negative pins and reset pin. The reset pin is pin 1- on it are components like

resistors, diode (LN4148) and capacitor. All these serve as protection for this pin against damage,

before +5V is fed into it as the IC can only be powered by this voltage value as designed by the

manufacturer in the datasheet of the IC. The other pins are input pins by default and made outputs using

the programming language for them. The microcontroller has the following features [48]:

» High-performance, Low-power Atmel AVR 8-bit Microcontroller
» Advanced RISC Architecture
% 130 Powerful Instructions

<+ Most Single-clock Cycle Execution

% 32 x 8 General Purpose Working Registers

*%+ Fully Static Operation

< Up to 16MIPS Throughput at 16MHz
+“ On-chip 2-cycle Multiplier

> High Endurance Non-volatile Memory segments

% 8Kbytes of In-System Selt-programmable Flash program memory

< 512Bytes EEPROM

% 1Kbyte Internal SRAM
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& Write/Erase Cycles: 10,000 Flash/100,000 EEPROM

% Data retention; 20 years at 85°C/100 years at 25°C(1)

%+ Optional Boot Code Section with lndependent Lock Bits
% In-System Programming by On-chip Boot Program

% True Read-While-Write Operation

% Programming Lock for Software Security

The microcontroller controls every other sections of this project. The mechanism part (counter)

consists of some sensors that enable it to work effectively for counting money and also to detect fake

note. The sensors are:

¥ Ultraviolet sensors;

» Magnetic sensors; and

> Infrared sensots.

One of the important features of ATmega8 is that except 5 pins, all other pins support two signals.

Pins 23,24,25,26,27,28 and 1 are used for port C, whereas pins 9,10,14,15,16,17,18,19 are used for
port B and pins 2,3,4,5,6,11,12 are used for port D,

Pin 1 is also the Reset pin. Applying low level signal for a time longer than the minimum pulse
length will generate a reset.

Pins 2 and 3 are also used for serial communication for USART.

Ping 4 and 5 are used as external interrupts. One of them will trigger when interrupt flag bit of
status register is set and the other will trigger as long as the interrupt condition prevails.

Pins 9 and 10 are used as external oscillator as well as timer counters oscillators where the crystal is
‘connected directly between the pins. Pin 10 is used for crystal oscillator or low frequency crystal
oscillator. If the internal calibrated RC oscillator is used as the clock source and the asynchronous
timer is enabled, these pins can be used as a timer oscillator pins.

Pins 11 and 6 are used as timer/counter sources.

Pins 13 and 12 are used as Analog Comparator inputs.

Pin15 can be used as an external output for the timer/counter.

Pinlé6 is used as a slave select input. It can also be used as a timer/counter! compare match by

configuring the PB2 pin as an output.
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o Pin 17 is used as Master data output, slave data input for SPI channel. It is used as ‘A’ input when
enabled by a slave and is bidirectional when enabled by the master, This pin can also be used as ‘A’
output compare match output, which serves as an external output for the timer/counter compare
match.

¢ Pin 18 is used as Master clock input, slave clock output,

s Pin 19 is used as Master Clock output, slave clock inpﬁt for SPI channel.

Their activities are thus controlled by the microcontroller as follows:

On pin PCO/ADCO: The magnetic sensor in the counter mechanism senses when money is placed,
detects the magnetic/foil part of the money and then sends the signal to the amplifier. The low noise
amplifier TLO72 which has a gain >10, the oufput is then fed to the 1.M393 voltage Comparator. The
LM393 IC converts the analog voltage signal to digital form which is in 0 or 1, This will now be sent
to the atmega microcontroller which gives the output on the Liquid Crystal Display (LLCD) as to when

the money is fake or original.

On pin PCI/ADCI: This uses the ultraviolet light sensor to detect the fake note as the UV sensor sends
the analog voltage signal to the voltage comparator LM393 which compares voltages and sends it

output in form of logic ‘0" or “1°.

On pin PC2/ADC2: this is the pin for controlling the money counting- this pin detects based on the
two infrared sensors attached to it. The transmitter and receiver, when money is placed in the
mechanism, the light in between the two sensors (Tx and Rx) is broken or abridged. This sends the
information to the LM393 which communicates with the microcontroller. Tf the logic level is ‘17, the

microcontroller stars counting but if its ‘0°, then there is nothing to count,

On pin PC3/ADC3; is another infrared module sensor which is responsible for detecting when the

money is fake or original. The component attached to the voltage comparator LM393 are used based

on specification in its datasheet.
Connected to the microcontroller are some control buttons: PB0, PB1, PB2, PB3 and PB4,
Pin PBO: It is pressed to count money when placed in the mechanism.

Pin PB1: it is pressed to count money automatically such that When"inoney is placed in the counter, no

button needs to be pressed again- it just starts counting.
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Pin PB2: Is used to reset the counting machine.
Pin PB3: It is pressed ‘ON’ to detect fake note, and ‘OFF’ to just count but not detect fake note.

Pin PB4: It is used to control the DC Motor in the counter. This motor is controlled by the
microcontroller. The transistor BC548 is connected to the pin to prevent the flow of back emf. Also
connected to the transistor is another transistor TIP41 which is used as an electronic switch for the
motor. The DC motor is the smaller of the two motors in the counter for bringing out the money after

counting.

Pin PBS5: Here, the microcontroller controls the AC motor with this pin. In order for this pin to work
effectively, TRIAC BT139 is used as its switch but for every triac to work, there is the need for a diac,
hence DIAC MOC3021 is used for this purpose. The AC motor is responsible for counting the money

as soon as it is placed in the counter and it is the bigger of the two motors.

On the LCD, the 1.CD gives the result or output by giving a count of the number of notes that enter the

counter and it stops and a loud sound is heard if the fake note buzzer is ‘ON’.
» Resistors

Resistors (R), are the most commonly used of all electronic components, to the point where they are
almost taken for granted. There are many different resistor types available with their principal job being
to "resist” the flow of current through an electrical circuit, or to act as voltage droppers or voltage
dividers. They are "Passive Devices", that is they contain no source of power or amplification but only
attenuate or reduce the voltage signal passing through them. When used in DC circuits the voltage drop
produced is measured across their terminals as the circuit current flows through them while in AC

circuits the voltage and current are both in-phase producing Oo phase shift.

Figure 3.4: A resistor

Resistors produce a voltage drop across themselves when an electrical current flows through them

because they obey Ohm's Law, and different values of resistance produces different values of current
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or voltage, This can be very useful in Electronic circuits by controlling or reducing either the current
flow or voltage produced across them. There are many different Resistor Types and they are produced
in a variety of forms because their particular characteristics and accuracy suit certain areas of
application, such as High Stability, High Voltage, High Current etc., or are used as general purpose
resistors where their characteristics are less of a problem. Some of the common characteristics
associated with the humble resistor are; Temperature Coefficient, Voltage Coefficient, Noise,

Frequency Response, Power as well as Temperature Rating, Physical Size and Reliability.
» Capacitor

Just like the Resistor, the Capacitor or sometimes referred to as a Condenser is a passive device, and
one which stores energy in the form of an electrostatic field which produces a potential (Static
Voltage) across its plates. In its basic form a capacitor consists of two parallel conductive plates that
are not connected but are electrically separated either by air or by an insulating material called the

Dielectric.

When a voltage is applied to these plates, a current flows charging up the plates with electrons giving
one plate a positive charge and the other plate an equal and opposite negative charge. This flow of
clectrons to the plates is known as the Charging Current and continues to flow until the voltage across

the plates (and hence the capacitor) is equal to the applied voltage Ve,

Figure 3.5: A Capacitor

» UV Detector

UV detectors function on the capacity of many compounds to absorb light in the wavelength range 180
to 350 nm. The sensor cell usually consists of a cylindrical cavity about 1 mm L) and a few mm long,

having a capacity that ranges from about two micro-liters to eight micro-liters,
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Light from a UV light sources passes through the sensor onto a photoelectric cell, the output from
which is electronically modified and presented on a potentiometric recorder, a computer screen, or
printer. By interposing a monochrometer between the light source and the cell, light of a specific

wavelength can be selected for detection and, thus, improve the detector selectivity.

Figure 3.6: A UV Light Detector

Alternatively a broad band light source can be used and the light after passing through the cell can be
optically dispersed by prism or grating and allowed to fall onto a diode array. By monttoring a specific
diode, the detector can be made specific for those substances that absorb at that particular wavelength,
If the output from all the diodes is scanned then a UV absorption spectrum can be obtained to aid in
solute identification. The fixed wavelength UV detector has a sensitivity of about 1 x 10-8 g per ml at
a signal to noise ratio of two are the UV detector (fixed and variable wavelength) the electrical

conductivity detector, the fluorescence detector and the refractive index detector.
» Diacs and Triacs,

Diac is a two-terminal, four layer semiconductor device (thyristor) that can conduct current in either
direction, when polarity is active. Diacs are electronic components which offer no control or
amplification but act much like a bidirectional switching diode as they can conduct current from either
polarity of a suitable AC voltage supply [49]. A triac is a type of thyristor that can conduct current in
both directions when the polarity is activated. The Triac is like a Diac, but with a gate terminal. Diacs
are primarily used as trigger devices in phase-triggering and variable power control applications because
a diac helps provide a sharper and more instant frigger pulse (as opposed to a steadily rising ramp
voltage) which is used to turn “ON” the main switching device. The diac is commonly used as a solid
state triggering device for other semiconductor switching devices, mainly SCR’s and triacs. Triacs are

widely used in applications such as lamp dimmers and motor speed controllers and as such the diac is

21




used in conjunction with the triac to provide full-wave control of the AC supply as shown. In this case,

the friac is used as a speed controller for the AC Motor.

Figure 3.7: A Triac

» Comparators [LM393].

The comparator is used to compare two voltages or currents which are given at the two inputs of the

comparator. That means it takes two input voltages, then compares them and gives a differential output

voltage either high or low-level signal. The comparator is used to sense when an arbitrary varying

input signal reaches reference level or a defined threshold level, The comparator can be designed by

using various components like diodes, transistors, op-amps. The comparators find in many electronic

applications that may be used to drive logic circuit. Some of the features of the circuit include [50]:

Wide Single—Supply Range: 2.0 Vdc to 36 Vdc

Split—Supply Range: +1.0 Vdc to £18 Vdc

Very Low Current Drain Independent of Supply Voltage: 0.4 mA
Low Input Bias Current: 25 nA

Low Input Offset Current: 5.0 nA

Low Input Offset Voltage: 5.0 mV (max) LM293/393

Input Common Mode Range to Ground Level

Differential Input Voltage Range Equal to Power Supply Voltage
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Figure 3.8: LM393 IC
» DC Motor.

This DC or direct current motor works on the principle, when a current carrying conductor is placed in
a magnetic field, it experiences a torque and has a tendency to move. This is known as motoring
action, If the direction of current in the wire is reversed, the direction of rotation also reverses. When
magnetic field and electric field interact they produce a mechanical force, and based on that the

working principle of DC motor is established.

Figure 3.9: A DC Motor.

The direction of rotation of a this motor is given by Fleming’s left hand rule, which states that if the

index finger, middle finger, and thumb of your left hand are extended mutually perpendicular to each

other and if the index finger represents the direction of magnetic field, middle finger indicates the :
direction of current, then the thumb represents the direction in which force is experienced by the shaft
of the DC motor. The dc motor here helps to collect the money at the frontal platform and rated at |
12V.
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» AC Motor.

Unlike toys and flashlights, most homes, offices, factories, and other buildings aren't powered by little
batteries: they're not supplied with DC current, but with alternating current (AC), which reverses its
direction about 50 times per second (with a frequency of 50 Hz). If you want to run a motor from your

household AC electricity supply, instead of from a DC battery, you need a different design of motor.

In an AC motor, there's a ring of electromagnets arranged around the outside (making up the stator),
which are designed to produce a rotating magnetic field. Inside the stator, there's a solid metal axle, a
loop of wire, a coil, a squirrel cage made of metal bars and interconnections (like the rotating cages
people sometimes get to amuse pet mice), or some other freely rotating metal part that can conduct
electricity. Unlike in 2 DC motor, where you send power to the inner rotor, in an AC motor you send
power to the outer coils that make up the stator. The coils are energized in pairs, in sequence,

producing a magnetic field that rotates around the outside of the motor,
The AC Motor in this circuit helps to count the money as it is coming in from the hopper section,
» Infrared Sensors.

An infrared sensor is an electronic instrument that is used to sense certain characteristics of its
surroundings [51]. It does this by either emitting or detecting infrared radiation. Infrared sensors are
also capable of measuring the heat being emitted by an object and detecting motion, IR (infrared)
sensors detect infrared light. The basic concept of IR (infrared) obstacle detection is to transmit the IR
signal (radiation) in a direction and a signal is received at the IR receiver when the IR radiation
bounces back from a surface of the object. The IR light is transformed into an electric current, and this
is detected by a voltage or amperage detector. A property of light-emitting diodes (LEDs) is that they
produce a certain wavelength of light when an electric current is applied--but they also produce a

current when they are subjected to the same wavelength light.

A pair of IR LEDs can be used as motion detectors in the currency counting machine. The first IR
LED is wired to emit LED and the second LED is wired to transmit a signal when it receives an IR
input. When an object comes within range of the emitted IR, it reflects the IR back to the receiving
LED and produces a signal. This signal can be used to open sliding doors, turn on a light or set off an

alarm. Some of the features include:
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o There is an obstacle, the green indicator light on the circuit board
o Digital output signal

o Detection distance: 2 ~ 30cm

o Detection angle: 35 ° Degree

o Comparator chip: LM393

o Adjustable detection distance range via potentiometer:

o Clockwise: Increase detection distance

o Counter-clockwise: Reduce detection distance.

Its specifications are:

o Working voltage: 3 - 5V DC
Output type: Digital switching output (0 and 1)

o]

3mm screw holes for eagy mounting

o}

Figure 3.10: Infrared Sensor,

Distance Adjust
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K I Emitter

1Ep

Obstacle LED

Figure 3.11: Internal Structure of the Infrared Sensor.
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Pin, Control Indicator Description

Vee 3.3 to 5 Vdc Supply Input
Gnd Ground Input
Out Output that goes low when obstacle is in range
Power LED Tlluminates when power is applied
Obstacle LED Hluminates when obstacle is detected
Adjust detection distance. CCW decreases distance,
Distance Adjust
CW increases distance.
IR Emitter Infrared emitter LED
IR Receiver Infrared receiver that receives signal transmitted by Infrared emitter.

»  Magnetic sensors.

Magnetic sensors convert magnetic or magnetically encoded information into electrical signals for
processing by electronic circuits. Magnetic sensors are solid state devices that are becoming more and
more popular because they can be used in many different types of application such as sensing position,
velocity or directional movement. The magnetic sensors check for magnetic properties in the

currencies to confirm if they are genuine or counterfeit.

UNIVERSITY L {BRARY
FEDERAL UNIVERSITY
OYE - FXiTy
(EUIVE) ;

Figure 3.12: A Magnetic Sensor.

3.2 DESIGN.

The power supply unit for the currency counting machine is an a.c source which is about 220V which
is stepped down to 12V and then to 5V using a step-down transformer, When money is dropped in the
hopper of the counter and the count button is pressed, the ac motor drives the money in and with the use

of a transducer it counts the number of currencies that pass through it and gives the result of the count
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on the LCD. For the fake note detection unit, three major sensors are used: the ultraviolet light sensor,
the magnetic sensor and the infrared sensor. The uitraviolet sensor checks for missing marks &
irradiation response of the counterfeit notes. The magnetic sensor checks for magnetic ink & different
patterns of security strip which can be detected by using the magnetic head with a precision amplification
scheme. The Infrared sensors are used for the thickness detection of the banknote & the absorption of
infrared signals to identify the genuine banknotes. If the currency passes the tests of these sensors, then
the money comes out of the machine and is seen by the machine as “genuine”. If the money does not
pass the tests of these sensors the machine immediately stops counting when it detects a counterfeit note

and then a buzzing sound is heard to show that the note is fake.

| ampuriers,
CONTROL BUTTONS
1
@ DC MOTOR
- MICROCONTROLLER UNIT g Lo
| acwotor ’
UV LIGHT SENSOR, N
el
INFRARED SENSORS. MAGHETIC SENSORS T
T POWER SUPPLY UNIT,

Figure 3.13: Block diagram of the currency counting machine with fake note detection
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3.2.1 ARCHITECTURE OF THE ATMEGA 8 MICROCONTROLLER.
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Figure 3.14 Architecture of the Atmega8 Microcontroller,

The atmega8 microcontroller is an 8-bit CMOS built microcontroller from the AVR family and is
built on the RSIC (Reduced Instruction Set Computer) architecture. Its basic advantage is it doesn’t
contain any accurmulator and the result of any operation can be stored in any register, defined by the
instruction [47]. The architecture consists of the program counter, SRAM, ADC Interface,
Timers/Counters, Oscillators, Interrupt unit, EEPROM, USART etc.

Memory

It consists of 8KB of flash memory, 1KB of SRAM and 512 Bytes of EEPROM. The 8K flash is
divided into 2 parts- lower part used as boot flash section, and upper part used as application ﬂash
section. The SRAM contains 1K bytes along with 1120 bytes of general purpose registers and 1/0
registers. The lower 32 address locations are used for 32 general purpose 8 bit registers. The next 64
address are used for /O registers. All the registers are connected directly to the ALU, The EEPROM

is used to store user defined data.
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Input/output ports

It consists of 23 I/O lines with 3 I/O ports, named B, C and D. Port B consists of 8 /O lines, Port C
consists of 7 I/Q lines and Port D consists of 8 /O lines. Registers corresponding to any port X (B, C

or D) are;

DDRX: Port X data direction register
PORTX: Port X data register

PINX: Port X input register

Timers and Counters

It consists of 3 timers with comparable modes. Two of them are 8-bit whereas the third one is 16 bit.

Oscillaters

It incorporates internal reset and oscillator which makes it possible to eliminate the need for any
external input. The internal RC oscillator is capable of generating internal clock which can tun at any
frequency of IMHz, 2MHz, 4MHz or 8MHz as programmed. It also supports external oscillator with

maximum frequency of 16MHz.
Communication

It provides both synchronous and asynchronous data transfer schemes through USART (Universal
Synchronous and Asynchronous Receiver Transmitter), i.e. communication with modems and other
serial devices. It also supports SPI (Serial Peripheral Interface) which is used for communication
between devices based on the master-slave method. Another type of communication supported is the
TWI (Two wire Interface). It allows commutation between any two devices by using 2 wires along

with a common ground connection.

It also has a comparator module integrated in the chip to provide comparison between two voltages
connected to the two inputs of the Analog comparator through the external chips. It also contains a 6

channel ADC out of which 4 have 10 bit accuracy and 2 have 8 bit accuracy.

Statas Register: It contains information about the currently executed arithmetic instruction set.
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Microcontroller Sleep Modes
The Microcontroller operates in 5 sleep modes.

¢ Idle Mode: Tt stops the functioning of the CPU, but allows operation of SPI, USART, ADC, TWI,
Timer/Counter, and Watchdog and interrupts system. It is achieved by setting SM0 to SM2 bits of
MCU register flag to zero.

e ADC Noise Reduction Mode: It stops the CPU but allows functioning of ADC, external interrupts,
timer/counter2 and watchdog.

» Power down Mode: Tt enables external interrupts, the 2-wire serial interface, and watchdog while
disabling the external oscillator. It stops all generated clocks.

» Power save Mode: 1t is used when Timer/Counter is clocked asynchronously. It halts all clocks
except clk ASY.

¢ Stand By mode: In this mode, the oscillator is allowed to operate, halting all other operations.

3.2.2 FEATURES OF THE MACHINE,

No Specifications Functionality/value

| Counting Speed 200 notes/minute

2 Hopper Capacity 40 notes [tested]

3 Power Source 230AC +10 % 50Hz

4 Operation Mode Auto/manual

5 Types of Notes Designed to suit all Nigerian currency notes.

6 LED Display 1 LED display. Displays the number of notes
placed on the hopper for counting.

7 Detection Suspected/Fake Note

8 Function Verification through Ultraviolet Detection,
IR Detection and Magnetic Detection.
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CHAPTER 4

4.0 TESTING, ANALYSIS OF RESULTS AND DISCUSSION.
The project is a prototype designed to handle counting of the money as well as to detect fake notes in
the system. A prefabricated approach was employed in the design of this project, by implementing and
creating the design on a breadboard, in order to ensure that the hardware is working well before
permanently executed on a Vero board. The microcontroller used in the project is the Atmega8, which
is especially suitable for such applications,

All the necessary components were made available and connected properly to ensure the desired resulis.

4.1, TESTING

Testing is one of the important stages in the development of any new product or repair of existing ones.
Because it is very difficult to trace a fault in a finished work, especially when the work to be tested is
too complex. For the purpose of this project, two stages of testing are involved.

» Pre-implementation testing.

® 3Post-i1nplementati0n testing.

4.1.1 PRE-IMPLEMENTATION TESTING

It is carried out on the components before they are soldered to the veroboard. This is {0 ensure that each
component is in good working condition before they are finally soldered to the board.

I ensured I checked with the aid of a digital multi-meter, the performance of each components and their
values.

4,12 POST-IMPLEMENTATION TESTING

After implementing the circuit on a veroboard, the different sections of the complete system were tested
to ensure that they were in good operating condition. The continuity test carried out is to ensure that
the circuit or componenls are properly linked together. This test was carried out before power was
supplied to the cireuit. Finally, after troubleshooting has been done on the whole circuit, power was
supplied to the circuit. Visual troubleshooting was also carried out at this stage to ensure that the
components do not burn out. The circuit was tested multiple times and the results were precise and
correct. The counting machine was able to count some notes that were put on the hopper of the counter

and made a buzzing sound when it detected a fake note as a fake note was put between the genuine

notes.
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After proper testing was conducted, the packaging of the design into a model and casing was done. The
connecting wires were properly connected and well insulated. Also, these wires were well packaged

inside the casing.

4.2, ANALYSIS OF RESULTS AND OBSERVATION

The idea was to create a currency note counting machine with fake detection which would circumvent
the manual detection involved in detecting fake currency. Currency created by color copier or printer
produces an image that rests on the surface of paper that can easily be seen when UV light is placed
over it. Real notes are printed on optical fiber paper fake ones on thick paper made of bamboo pulp.
Money Counter & Counterfeit Note Detector offers exclusive peace of mind. Provided with a top
mounted numeric count display screen as well as a detachable LCD display for customers, this helps
keep your counts accurate and quick. The machine is built with UV and Thread detection, this unit
prevents any fakes from being passed on to you. Detecting fake bills just by looking at it, is not exactly
the most efficient or even reliable way of knowing for sure it a bill is fake. Counterfeit notes are
becoming more difficult to detect with the naked eye, that's where advanced machines like this come

to play.

As the counting machine is connected to an a.c source, when the bills of money is placed in the hopper
of the counter, if the voltage supp]‘ied to the machine is not high enough, one might have to drive the
motors manually before it picks. If the voltage is high enough, the ac motor is driven and then the notes
are counted in about 3 seconds and then gives a result on the LCD. The fake note buzzer is also turned
on and a counterfeit note is placed between the original notes, the machine stops counting when it sees
the fake note and then in a few seconds, the buzzer sounds to indicate that a fake note has been detected.
Once the fake note is removed and the count button is pressed, the counter immediately counts the
remainder of the notes and displays how many of such notes were placed in the stack. T observed that
whenever the voltage the machine received is low, it does not drive the ﬁotor if placed in the auto mode

until it is manually supported with our hand.

The machine was tested with 30 naira notes and three fake notes between them. The machine
successfully counted the original notes as well as detecting the fake notes and makes an alarming sound

~ as well as stopping the counting at that moment until the fake note is removed from the machine.
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Figure 4-2 The complete project showing the LCD.
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Figure 4-3 The machine with two 1000 naira notes placed inside it.

Figure 4-4 The result on the LCD by putting two 1000 naira notes in it.
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Figure 4-6 The result on the LCD from puiting two 1000 naira notes with a fake note.

4.3 PROJECT MANAGEMENT

The subsections below show how the aim of this project was achieved.

4.3.1 PROJECT SCHEDULE

The chart below shows the tasks involved in this project and the time period to complete each of this

task.
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Fig 4.7- A gantt chart showing the different tasks performed and the
duration for each task

Task 5 %
Task 4 .
Task 3 -

Task 2

Task 1 n

Proposal

Literature Review

04/10/18 05/30/18 07/19/18 09/07/18 10/27/18 12/16/18 02/04/19

Start Date = Duration {Days)

Task 1- Simulation of project circuit

Task 2- Acquisition and gathering of components needed

Task 3- Programming the Atmega8 microcontroller.

Task 4- Hardware implementation and soldering of components.
Task 5- Testing and Casing of the project.

4.3.2 RISK MANAGEMENT.

Some of the risks taken in the course of completing this project involved:

"
* The project was at risk of not being completed as some of the components were difficult to find and
when they were seen, the cost of transporting it to where I would implement it was high.
+ Component Failure as some were shipped and so there was no way of checking that they were
working before acquiring them.
* Electric Shock as we know that dealing with electricity could be very dangerous if proper

precauntions are not taken.
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These risks were mitigated by:

o QGetting the necessary components and getting surplus from a reliable company so as to reduce the
risk of getting bad components.

¢ By wearing protective equipment and giving careful attention to what [ was doing.

4.3.3 SOCIAL, LEGAL, ETHICAL AND PROFESSIONAL CONSIDERATIONS.

This project was ensured to have been designed and implemented to meet and conform to the standards
of Institute of Electrical and Electronics Engineers (IEEE). I also ensured that all safety rules and
regulations were duly observed during the course of the project. I engaged in negotiations with those
that helped me with the project and ensured [ minimized risks to people and my environment in

designing this project.
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CHAPTER 5
CONCLUSION AND RECOMMENDATION.

5.0 CONCLUSION,

Fake currency poses a grave threat to national security and could also result in economic destabilization.
According to intelligence agencies, anti-national elements and crime syndicates open several accounts
and use the ATMs to deposit the fake currencies. If they see that the amount has been credited to their
account, they continue to deposit fake money, If the amount is not credited they know that their game
is up and no longer operate that account. In the past, it was easy to detect fake currencies as they were
printed by people with limited expertise, using crude facilities. But with the forgers attaining a high

level of sophistication, it is increasingly difficult to detect fake notes,

This project presents a design and construction of currency c'ounting machine. It involves the use of the
Atmega8 microconiroller, the UV light sensor, the magnetic sensor, the infrared sensor and so on. The
CCM woiks on the principle on the breadth of the bundle of currency and there is a roller which has
rods in a continuous pattern and the roller moves these rods with a particular speed. The fake note
detection unit uses the three sensors to verify the genuineness of a currency and sends its result to the

microconfroller to interpret and the result is heard by a buzzer if it is counterfeit.

The machine was tested with a few notes of the same denomination and gave an accurate result. A piece
of paper was also used as a fake note and this was tested in the machine and the machine stopped as

well as making a loud counting as soon as it noticed the fake note passing through it.

5.1 CONTRIBUTION TO KNOWLEDGE.

The design and construction of a currency counting machine has given me an insight into the C+
programming language and how to implement it on a microcontroller. It has also helped me understand
how the sensors used work, and how sensitive it is. Finally, the auto mode was added to the work such
that while the machine is in this mode, the money just has to be placed in the hopper part. The machine
senses it and then counts the money and displays the number of the denominations without the operator

having to press any other button.
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5.2 PROBLEMS ENCOUNTERED.

The following are problems encountered during the course of the project:

* Programming the Micro-controller: The micro-controller was programmed via the C+ programming
language platform after which the programmed is compiled into the micro-controller. Understanding
this programming language and know-hows proved tricky but after consultations and studying, the
desired results were achieved. |

» Tn-depth Practical Knowledge: Due to insufficient knowledge of the components, their properties
and.the connections to be carried, there was difficulty in carrying out the connections effectively
and accurately and thus, there was delay in the construction of the project. This was eventually
solved by the means of secking the required knowledge and resources from individuals with the
practical know-how, video tutorials and online discussions necessary for the successful construction

and implementation of the project.

5.3 FUTURE WORKS.

The following are the recommendations based on findings from this project:

v" More advanced counters can be constructed that will identify different bill denominations to provide
a total currency value of mixed banknotes, including those that are upside down as this type only
gives how many notes of the same denomination that are in the counter.

v A currency counting machine with fake note detection can also be constructed that will work with
DC, that is batteries so it will not always depend on an a.c source.

v" The machine could also be made to be more user friendly by indicating on the LCD that a fake note

has been detected and not just the alarming sound.

5.4 CRITICAL APPRAISAL,

Knowing that counterfeiters are still in vogue and producing fake notes and then going to spend it in
places like market places, stalls and even churches, this machine will easily be able to detect these fake
currencies. With the aid of an infrared sensor which the counterfeiters have not been able to find a way
around it like they have done with the ultraviolet sensor, the machine may be a little expensive but will

be very effective in getting these fake notes immediately before the notes get to the bank. This will in
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effect reduce losses by the traders, as some of them would have taken it to the bank before the bank’s

machine detects it as a counterfeit and then confiscates it.
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APPENDIX.

CODES. [THEY ARE SPLIT INTO TWO COLUMNS ON THE PAGES].

EQU PORTB=0X18 EQU ADCL = 0X04
EQU DDRB = 0X17 EQU TCCRO = 0X33
EQU PINB =0X16 EQU TCNTO = 0X32
EQU PORTC = 0X15 EQU TIMSK. = 0X39
EQU DDRC = 0X14 EQU TIFR =0X38

EQU PINC =0XI3 BQU SREG =0X3F

EQU PORTD = 0X12 FQU TCCRIA  =0X2F
EQU DDRD=0X11 EQU TCCRIB  =0X2E
EQU PIND =0X10 EQU TCNTIH  =0X2D
EQU SPH = 0X3E EQU TCNTIL  =0X2C
EQU SPL = 0X3D | EQU OCRIAH  =0X2B
EQU UBRRH  =0X20 EQU OCRIAL ~0X2A
EQU UCSRC = 0X20 EQU OCRIBH  =0X29
EQU UBRRL = 0X09 EQU OCRIBL  =(0X28
EQU UCSRB — 0X0A EQU SFIOR = 0X30

FQU UCSRA = 0X0B EQU TCCR2 = 0X25
EQU UDR =0X0C EQU TCNT2 = 0X24
EQU ADMUX  =0X07 EQU GICR =0X3B

EQU ADCSRA  =0X06 EQU MCUCR  =0X35

EQU ADCH = 0X05 EQU ASSR =0X22




EQU
EQU
EQU
EQU

EQU

.ORG

EEARH =0X1F
EEARL =0X1E
EEDR = 0X1D

EECR =0X1C

OSCCAL = 0X31
0X00

; R19 FOR BUZZER ON PD0O AND PD1 ,R20
FOR AUTO ,R21 FOR FAKE COUNTER
R22,R23,R24,R25,

START:

LDI  R17,0XA8

ouT OSCCALRI17

LDI R17,0X5F

OUT SPL,R17

LDI RI17,0X04

OuUT SPH,RL7

CLR RI17

ouT

ouT

ouT

LDI

ouT

LDI

ouT

I.DI

ouT

CLR

CLR

CLR

CLR

CLR

CLR

CLR

CLR

CLR

PORTB,R17
PORTC,R17

PORTD,R17

R17,0XF0

DDRB,R17

R17,0X03

DDRC,R17

R17,0XFF

DDRD,R17

RI19

R20

R22
R23
R24

R25

R3

R4
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CLR RS

CLR R6
CLR R7

CLR R8

RCALL INTLCD

LDI R17,0X04

OUT SFIOR,R17

sfor ade use

RCALL DSP

REDO:
RCALL AUTO
RCALL COUNT
RCALL RESET
RCALL KEYAUTO
RCALL KEYFAKE

RIMP REDO

KEYAUTO:
SBIS PINB,I
RIMP KEYAUTOE
MOV R17,R5
CPI  R17,0X00
BREQ KEYAUTOB
RET

KEYAUTOR:

MOV R17,R4
CPI  R17,0X00
BREQ KEYAUTO?2

RET
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KEYAUTO?2:

MOV R17,R3
CPI  R17,0X00
BREQ KEYAUTO3

RET

KEYAUTO3:

INC  R20
ANDI R20,0X01
LDl R17,0X02
MOV R5,R17
LDl R17,0XFF
MOV R4,R17

MOV R3,R17

IDI  Ri8,0XD0
LDI R16,0XCO

RCALL RSLOW

SBRS R20,0

RIMP KEYAUTO4

LDI  RI8,0X10

LDI R16,0X40

RCALL RSHIGH

KEYAUTO4:

LDI R18,0X00
LDI R16,0X20

RCALL RSHIGH

KEYAUTOE:

MOV R17R5
CPI  R17,0X00
BRNE KEYAUTOEB
MOV R17,R4

CPI  R17,0X00
BRNE KEYAUTOEB
MOV RI17,R3

CPI  R17,0X00
BRNE KEYAUTOEB

RET
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KEYAUTOEB:
DEC R3

MOV RI1I7,R3

Crl R17,0XFF

BREQ KEYAUTOE2

RET
KEYAUTOE2:
DEC R4

MOV R17,R4

CPI  R17,0XFF

BREQ KEYAUTOE3

RET
KEYAUTOE3:
DEC RS

RET

KEYFAKE:

SBIS PINB,3

RIMP KEYAUTOEF
MOV R17,R8

CPI RI17,0X00
BREQ KEYAUTOBF

RET

KEYAUTOBF:

MOV RI7,R7
CpI  RI17,0X00
BREQ KEYAUTO2F

RET

KEYAUTO2F:

MOV RI17,R6

CPI RI17,0X00

'BREQ KEYAUTO3F

RET

KEYAUTO3F:

INC R21
ANDI R21,0X01
IDI RI17,0X02
MOV R8R17
IDI  R17,0XFF
MOV R7.R17

MOV R6,R17

50



LDI R18,0XF0
ILDI  R16,0XC0

RCALL RSLOW

SBRS R21,0

RIMP KEYAUTO4
LDI RI18,0X60
LDI  R16,0X40

RCALL RSHIGH

RET

KEYAUTOA4E:

LDI  R18,0X00
ILDI R16,0X20

RCALL RSHIGH

RET

KEYAUTOEF-

MOV R17,R8
CPI  R17,0X00
BRNE KEYAUTOEBF
MOV RI17,R7

CPI  R17,0X00
BRNE KEYAUTOERF
MOV R17,R6

CPI  R17,0X00
BRNE KEYAUTOEBF

RET

KEYAUTOEBEF:

DEC R6
MOV RI17,R6

CPI  R17,0XFE
BREQ KEYAUTOE2F

RET

KEYAUTOE2F:

DEC R7

MOV R17,R7

CPI  RI17,0XFF
BREQ KEYAUTOE3F

RET

KEYAUTOE3F:
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DEC RS&

AUTO:
SBIC PINC,5
RET
SBRS R20,0
RET

RCALL SECI1

CLR

CLR

CLR

CLR

CLR

CLR

CLR

LDI

OouT

RO
R1

R2

R22
R23
R24

R25

R17,0X03

PORTC,R17

RCALL DELAY100MS

RCALL  SECI
RIMP COUNTFA LDI
ouT
COUNT:
SBIS PINB,0 1.DI
RET ouT
COUNTFA:
SBIC PINC,S COUNTRB:
RET SBIS
T+ LAY pRaRy B
FEDED L UNIVERSERES
OYE - EKITY

(risDIVES

e

R17,0X02

PORTC,R17

R17,0X20

PORTB,R17

PINCA
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